A Realistic Approach of Implementing Closed Network Data Security on FPGA
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Abstract—This paper approaches a simple technique to develop the RSA algorithm using FPGA that can be used as a standard device in the secured communication system. This RSA algorithm is implemented in the FPGA using VHDL. A simple nested loop addition and subtraction has been used for implementation. This results in very low frequency requirement with consideration of high speed by reducing the gate counts with low power consumption. Also, it supports multiple key size requirements and is of low cost compared to earlier methods. The information to RSA encryption side is in the form of statement and the same will appear in the decryption side and its real time input/output also achieved effectively. This technique is applicable only when users own the system module i.e. closed network. The hardware design is targeted on Xilinx Spartan 3E device and it supports lower versions as well. This RSA algorithm design has made use of 1000 total equivalent gate count approximately and achieved a clock frequency of 23 MHz.
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